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The Federal Bureau of Investigation has identi-
fied |dentity theft as the fastest growing white-
collar crime in the United States. Today, when
wour purse or wallet is stolen, the cash inside
may not he the anly thing that thieves want to
steal.

The most valuahle items in your wallet may be
your Social Security Card, Driver's License, or
any other documents containing your personal
information. In addition, during the course of a
busy day, you share much of this personal infar-
mation in person, on the telephone, ar on the
Internet. If wvour personal information falls into
the hands of a criminal, it may be used to steal
wour identity, using your information to open ac-
counts ar services, without your knowledge.

Although it is impossible to guarantee that iden-
tity theft will not happen ta you, this hrochure
provides waluable information about how to re-
duce your chances of becoming a wictim.

What is ldentity Theft?

In Flarida, identity theft occurs when your identi-
fying information has been used with the intent
to cammit an unlawful offense. For example,
when someone uses your name, date of birth,
addrezs andfor social security number to estab-
lish service accounts (i.e., cable, phone, water,
etc.) or lines of credit {i.e., credit cards, vehicle
purchases, etc ], for which the criminal has no
intention of paying. Unfortunately, many people
do naot know that they have heen a victim of an
identity theft until it is too late.

The normal indications are; receipt of mysteri-
ous hills for accounts that yaou are unaware of;
phone calls fram creditors ar financial institu-
tions inguiring about delinguent payments and
mail sent to your home from unknown lenders
inguiring for additional information on your per-
sonal infarmation.

Methods Used to Steal your Information {ldentity)

Thieves rurmmage through your trash (Shred
your documents!)

Thiewves steal wour mail (Centact the Postal In-
spector)

Thiewves burglarize your home or vehicle (Report
all burglaries to your local law enforcement
agency where the burglary occurred)

Thiewes will steal your purse or wallet (Report all
thefts to your local law enforcement agency
where the theft occurred)

Thieves can acguire your information via the
Internet (When online, use only reputable
companies with secured sites).

Your information is used on applications, such as
retail stores, mortgages, orvehicle purchases.
Ask the retailer to shred your infarmation after
they have completed their transaction.

Pravention

kKeep personal information in a safie place (Avoid
stashing documents invehicle glove boxes
and day-planners).

Do not give your social security number over the
phone or to unknown personis), and onlky give it
out when it's required [Don't be afraid to ask
“why” they need your social security hum-
ber).

shred your personal documents, including bank
statements, investment staterments, tax notices,
etc.

Qrder a copy of wour credit report fram any one of
the three credit reporting agencies at leastonce a
year. Review your accounts and information for
possible fraud (credit bureau information is 1o-
cated under "Resources” at the back of this bro-
chure).

Correcting the problem if you become a Victim

s Contact the three (3 major credit reporting
bureaus to request a Fraud Alert be placed on
yOUr report (contact information is located in
the "Resource” section of this brochure).

e Contact the fraud unit of the company that
sent the bill or whoever appears on yaour credit
report. Request documentation related to this
account (ie., a copy Of a contract, service |o-
cation, signatures, etc.).

s Keep all documentation (e, collection no-
tices, credit reports, etc. ), since the investigat-
ing agency may need it for evidence.

s Contact the law enforcement agency where
the crirme occurred. If the crime happened in
anaother state, be prepared to fax or mail your
evidence to that department.

e [fyou feel your current valid accounts have
bieen compromised, contact that financial insti-
tution and either cancel the account or add
"password protection” to the existing walid ac-
counts.

The Lake County Sheriff's Office will take
an ldentity Theft report should you become
the wictim of Identity Theft. You should have
documentation showing where "someone
alse” pretended to be you, by using your
personal information {such as your credit
report, billing for a fraudulent account, copy
of fraudulent contract, etc ).

Flease note that a report may be taken, but
no investigation will be conducted until the
required documents are provided.

To assistinvestigators go to w150 .org
to download an ldentity TheftFraud Packet.



